How to setup up most routers to use with Raspberry Pi.
We use an TP-Link WR940N router but this manual should work for almost any router.

1. Connect your laptop to the router with an LAN cable, you can use any of the four yellow/
orange ports. Don’t use the blue (WAN) port this is for your internet connection.

2. You can acces most routers with your browser, type 192.168.0.1 and login with user: admin
and use password: admin

3. If this doesn’t work please refer to your routers manual to see how you can login in the router.

When connected and successful login make the following changes:

1. Setup your router as standard wireless router, save settings.
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2. Under Network go to LAN and set the IP address to: 192.168.200.1 and select Subnetmask
255.255.255.0 and save settings.
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3. Go to DHCP settings and setup the following:
- Start IP address: 192.168.200.100

- End IP adress: 192.168.200.199
- Default gateway: 192.168.200.1
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Click Save to save the changes.

4. Don’t forget to save settings and reboot your router!

You also can change the SSID of your WiFi network:

1. Go to Wireless settings and change the Wireless Network Name to any name your like
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2. Go to Wireless security settings and change the Wireless password to whatever suits you.
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You can select one of the following security
options:

« Disable Security - The wireless security
function can be enabled or disabled. If
disabled, the wireless stations will be able
to connect this device without encryption.
It is recommended strongly that
choose one of following options to enable

security.

« WPAWPA2 - Personal - Select WPA
based on pre-shared passphrase.

« WPAWPA2 - Enterprise - Select WPA
based on Radius Server.

© WEP - Select 802.11 WEP security.

Each security option has its own settings as
described follows,

WPA/WPA2 - Personal

Version - You can select one of following
versions,

« Automatic - Select WPA-PSK or WPA2-
PSK automatically based on the wireless
station's capabilty and request.

« WPA-PSK - Pre-shared key of WPA.

© WPA2-PSK - Pre-shared key of WPA2.

Encryption - You can select either Automatic, or
TKIP or AES.

Wireless Password - You can enter ASCII or
Hexadecimal characters. For Hexadecimal, the
length should be between 8 and 64 characters;
for ASCII, the length should be between 8 and 63
characters.

Group Key Update Period - Specify the group
key update interval in seconds. The value can be
either 0 or at least 30. Enter 0 to disable the
update.

WPA/WPA? - Enterprise

Version - You can select one of following
versions,

o Automatic - Select WPA or WPA2
automatically based on the wireless
station's capability and request.

« WPA - Wi-Fi Protected Access.

« WPA2 - WPA version 2.

Encryption - You can select either Automatic, or
TKIP or AES.

3. Save settings and reboot your router.
4. Disconnect the LAN cable on your laptop and put it in the LAN port on the Raspberry.
5. You now should have an working router to verify this:

- Connect your laptop to the WiFi network.

- If connected go to your browser and browse to:

- You should see your Notaumatic login screen.
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